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1
Decision/action requested

This is a pCR to TR 32.899 introducing the Interaction between SMF and UPF topic.
2
References

[1]
3GPP T3 32.899 Charging aspects of 5G system architecture phase 1 skeleton.   

[2]
3GPP TS 23.501: "System Architecture for the 5G System; Stage 2".

[3]
3GPP TS 23.502: "Procedures for the 5G System; Stage 2". 
3
Rationale

This pCR proposes to introduce the topic"Interaction between SMF and UPF" in TR 32.899 Study on Charging Aspects of 5G System Architecture Phase 1. 
4
Detailed proposal

Propose to incorporate the following change into the skeleton for TR 32.899[1].   
	First change


5.x
<Interaction between SMF and UPF>
5.x.1
Description and assumptions

The 5G System architecture separates the User Plane (UP) functions from the Control Plane (CP) functions, allowing independent scalability, evolution and flexible deployments e.g. centralized location or distributed (remote) location.
The Session Management function (SMF) is a kind of Control Plane (CP) function. The SMF includes the following functionality. Some or all of the SMF functionalities may be supported in a single instance of a SMF:

-
Session Management e.g. Session establishment, modify and release, including tunnel maintain between UPF and AN node.

-
UE IP address allocation & management (incl optional Authorization).

-
Selection and control of UP function.

-
Configures traffic steering at UPF to route traffic to proper destination.

-
Termination of interfaces towards Policy control functions.

-
Control part of policy enforcement and QoS.

-
Lawful intercept (for SM events and interface to LI System).

-
Termination of SM parts of NAS messages.

-
Downlink Data Notification.

-
Initiator of AN specific SM information, sent via AMF over N2 to AN.

-
Determine SSC mode of a session (for IP type PDU session).
-
Roaming functionality:

-
Handle local enforcement to apply QoS SLAs (VPLMN).

-
Charging data collection and charging interface (VPLMN).

-
Lawful intercept (in VPLMN for SM events and interface to LI System).

-
Support for interaction with external DN for transport of signalling for PDU session authorization/authentication by external DN.

User Plane Function(s) (UPF(s)) handle the user plane path of PDU sessions. An UPF that provides the interface to a Data Network supports the functionality of a PDU session anchor.

UPF traffic detection capabilities may be used by the SMF in order to control at least following features of the UPF:

-
Traffic reporting (e.g. allowing SMF support for charging)

-
QoS enforcement

-
Traffic routing (e.g.as defined in clause 5.6.4. for UL CL or IPv6 multi-homing)

The detailed functionalities of the SMF and UPF are specified in TS 23.501[5] clause 6.2.

5.x.2
Potential requirements 

The following requirements may be consideration under the separation architecture of SMF and UPF:

-
Online and offline charging

-
Session based charging

-
Flow based charging

-
Application based charging

-
Volume, time, combined volume and time, and event based charging

-
Data volumes on both the uplink and downlink directions are accounted separately

-
Charging Characteristics

-
Quota management and consumption in SMF and UPF, including consumption time, holding time, threshold, time quota mechanism, change of charging condition, tariff time change
-
Unused Quota timer for online charging optimization

-
Combination of charging information from SMF and UPF for reporting, e.g. occurrence of triggers in both SMF and UPF at the same time

5.x.3

Key issues 

5.x.3.1 
Key issue #1: < Charging supported in SMF and UPF >

This key issue is for investigating on how to support the charging requirements in the non-roaming 5G System architecture.

This investigation covers the following:

-
determination of which entity/entities in the separation architecture is suitable to host the CTF(s)/CDF/CGF for offline charging

-
determination of which entity/entities in the separation architecture is suitable to host the CTF(s) for online charging

-
How to satisfy the online/offline charging requirements in the non-roaming 5G System architecture

5.x.4

Solutions 

5.x.4.1

Solution#1: < Charging supported in SMF and UPF > 

5.x.4.1.1
Architecture description

In the non-roaming 5G System architecture, all PDU session and flow level related information remains at the SMF function, and usage information is requested from the UPF. The SMF interacts with OCS/OFCS based on information received at the corresponding the SMF as well as gathered user-plane related information received from the UPF.

For offline charging the SMF generates accounting metrics sets for CDR, as described in Figure 5.x.4.1.1.1
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Figure 5.x.4.1.1.1: offline charging architecture

Online charging architecture is depicted in Figure 5.x.4.1.1.2
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Figure 5.x.4.1.1.2: online charging architecture

5.x.4.1.2
Offline Charging

Charging Trigger Function(CTF) is located in the SMF. The SMF interacts with the UPF for collecting charging information, and reports charging information to charging domain. Reporting is based on provisioned granularity, e.g. per charging key, per charging key and service identifier combination, or per Sponsor Identity and Application Service Provider Identity combination, etc.
The SMF generates reporting conditions based on policy from PCF and Charging Characterises and user plane triggers. Time Limit and Volume Limit defined in the Charging Characterises are provided to the UPF as reporting conditions. The reporting conditions are provided to the UPF for triggering reporting.

There are two ways for the UPF to report charging information:

-
Reporting triggered by reporting conditions.

-
Reporting triggered by on demand request from the SMF, e.g. control plane triggers in the SMF are matched.

The SMF combines the charging information from the UPF and the SMF. If control plane trigger and user plane trigger satisfied at same time, the SMF shall merge charging information in a reporting which includes the control plane trigger and user plane trigger.

5.x.4.1.3
Online Charging

Charging Trigger Function(CTF) is located in the SMF. The SMF is in charge of enforcing charging policy activated by PCF and interaction with OCS for online charging based on the charging policy.

During PDU session establishment, the SMF initiates an online charging session establishment if online charging applied. The online charging session is established per PDU Session.
The SMF requests quota from the OCS according to charging policy activated by PCF. The SMF can request quota when PDU session establishment or duration of PDU session. The Quota Management only operates on per charging key basis, i.e. The SMF requests a quota for each charging key.

For quota management and usage reporting, the SMF generates packet detection information which indicates the flow sets counted for reporting, and generates measurement threshold which indicates the quota and triggers from the OCS. The packet detection information is based on the charging policy from the PCF and corresponds to reporting granularity. The measurement threshold is created for each quota. The SMF correlates the packet detection information and the measurement threshold. The SMF stores the mapping between the packet detection information and the charging policy, and store the mapping between the measurement threshold and the quota for reporting to the OCS.

The SMF interacts with the UPF to provide the packet detection information and the measurement threshold and the correlation of them. Due to multiple policies from PCF may share the same charging key for which one quota is assigned whereas reporting may be at higher granularity if serviced identifier level reporting is used, one measurement threshold may be correlated with several packet detection information.

The following information is provided to the UPF with the measurement threshold: 

-
quota consumption time

-
quota holding time

-
quota threshold

-
time quota mechanism 

-
tariff time change. 

The UPF consumes quota according to the measurement threshold and collects the usage information based on the packet detection information. Data volumes on both the uplink and downlink directions can be counted separately based on requirement from the SMF.
The SMF reports quota usage information to the OCS when triggers are matched. The triggers can be provided by the OCS and are distributed in the SMF(control plane triggers) and the UPF(user plane triggers) for when to report usage information. Usage information from the UPF and the SMF are is combined for reporting. If the control plane trigger and user plane trigger satisfied at same time, the SMF merges usage information in a reporting which includes the control plane trigger and user plane trigger.

There are two ways for the UPF to report usage information:

-
Reporting triggered by the measurement threshold.

-
Reporting triggered by on demand request from the SMF, e.g. control plane triggers are matched or re-authorization is triggered by the OCS.

The SMF may provide the Unused Quota timer to the UPF for online charging session optimization.
Reporting for online in the UPF may block traffic because of no quota, otherwise, reporting for offline never block traffic. So, the SMF need provide indicator for the UPF to distinguish reporting for online and offline.
	End of changes
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